
 
1 Commonwealth Bank of Australia  |  ABN 48 123 123 124 

                      

 

 Commonwealth Bank of Australia, Tokyo Branch   

Privacy Policy Statement  

(updated May 2022) 

 

 

To protect our customers and provide them with the confidence to work with us, we recognize the 

importance of protecting personal information and compliance with the Act on the Protection of 

Personal Information (hereinafter referred to as the "Act"), the Guidelines for the Protection of Personal 

Information in the Financial Sector, and other related Japanese laws and regulations and guidelines 

(hereinafter referred to as the "Laws and Regulations") when handling personal information. We aim 

to properly handle, manage and protect all personal information, and shall establish and comply with 

our Privacy Policy. In addition, with regard to Individual Numbers and the Specification of Personal 

Information (as defined in the Act on the Use of Numbers to Identify a Specific Individual in 

Administrative Procedures), a "Basic Policy on the Proper Handling of Specific Personal Information" 

shall be separately established and observed. 

 

1．Purposes of Acquiring Information 

We obtain personal information to provide products and services that meet our customer’s needs and 

to ensure customer transactions with us are safe and reliable. We use personal information within the 

scope of the following purpose of use. 

(1) Soliciting, opening accounts, accepting, managing and implementing our products and services 

related to various transactions; 

(2) Facilitating confirmation and management at the time of transactions based on the Act on Prevention 

of Transfer of Criminal Proceeds and other Laws and Regulations, the exercise of rights and the 

performance of obligations based on contracts or Laws and Regulations, and other legal procedures; 

(3) Management of continuous transactions, such as the management of dates in various transactions 

conducted by us; 

(4) Making decisions on offers for various transactions, confirming the qualifications for using 

instruments and services, and continuous transactions, etc.; 

(5) Judging the appropriateness of our products and services; 

(6) Providing personal information to third parties to the extent necessary for the performance of our 

business, including where personal information is provided to a personal credit information agency, 

etc. in the course of credit business; 

(7) Appropriate performance of the entrusted business in the cases where the processing of personal 

information is entrusted in whole or in part by other companies, etc.; 

(8) For exercising rights and performing obligations under contracts and Laws and Regulations with 

customers; 

(9) For research and development of products and services through market research, data analysis, and 

questionnaire surveys; 

(10) For making proposals concerning products and services by means of direct mail, e-mail, etc. 

(including the distribution of advertisements on products and services in line with customer interests 

by analyzing customer transaction record, web site browsing record, and other methods); 

(11) For providing individual proposals and information on various instruments and services of 

affiliated companies in the marketing area including advertising (including the distribution of 

advertisements on products and services in line with customer interests by analyzing customer 

transaction records, web site browsing records, and other methods); 

(12) Cancellation of various transactions and post-cancellation management of transactions;  

(13) Appropriate and smooth performance of other transactions with customers. 
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2． Type of Information to be Acquired 

We acquire the personal information of the customer in the manner set forth in 3 below.  We will not 

acquire sensitive information stipulated in the Guidelines on the Protection of Personal Information in 

the Financial Sector unless otherwise required by Laws and Regulations or provided for in the same 

guidelines, such as when the customer gives consent to the extent necessary for the performance of 

business. 

 

3． Information Acquisition Method 

To the extent necessary for the achievement of the Purpose of Use, we acquire personal information of 

the customer orally or in writing by appropriate and lawful means, for example, from the following 

information sources. 

・Where the information is provided directly by a document that the customer is required to fill in and 
submit (e.g. submission of an application form by the person in question, data entry via the website 
by the person in question). 

 
・Cases where personal information is provided by third parties, such as a joint user or a personal 

credit information organization. 

 

4． Provision of Information 

 (1) We will not provide personal information of customers to third parties except in the following 

situation and any situation stipulated by law. 

・Where the customer consents; 

・Where the provision of personal information is based on Laws and Regulations; 

・Where the rights and interests of a person, such as life, body, or property (including property of a 
juridical person), are likely to be infringed and in which it is necessary for the protection of such 
rights and interests and in which it is difficult to obtain the consent of the person in question; 

 
・Where there is a special need to enhance public hygiene or protect the health of children, and when 

it is difficult to obtain a consent of the person; 
 
・Where there is a need to cooperate in regard to a central or local government organization, or a 

person entrusted by them to perform tasks prescribed by laws and regulations, and when there is a 
possibility that obtaining the person’s consent would interfere with the performance of those tasks; 

 
・Where the third party is an academic research institution, etc., and it is necessary for the third party 

to handle the personal information of the customer for academic research purposes. (including 
where part of the purpose of handling personal information of the customer is for academic research 
purposes, and excluding cases in which the rights and interests of individuals are likely to be 
unreasonably infringed); 

 
・Where the handling of the personal information of the customer is entrusted in whole or in part 

within the scope necessary for the achievement of the Purpose of Use; 
 
・Cases in which the personal information of customers is provided as a result of business succession 

due to merger or other reasons; or 

・Cases in which the personal information of customers is shared in accordance with (3) below 

 (2) We may entrust the handling of all or part of the customer's personal information to the extent 

necessary for the achievement of the Purpose of Use. When outsourcing, supervision of the 
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outsourcee shall be necessary and appropriate. 

 (3) We may provide our customers personal information to third parties in foreign countries. Except as 

otherwise provided by Japanese Laws and Regulations, we will provide necessary information in 

accordance with the provisions of such Laws and Regulations and obtain the prior consent of the 

customer to permit the provision of such information to a third party in a foreign country. [At the 

time of obtaining consent from the customer, it might be difficult to specify the name of the foreign 

country, or obtain and provide information on its regime of protecting personal information in an 

appropriate and reasonable manner, or information on the measures to be taken by the third party to 

protect personal information. If such third party is identified later, the customer may request us to 

provide the aforementioned information.] 

     In addition, we may provide a customer’s personal information to a third party who has developed 

a system that conforms to the standards set forth in the Rules of the Personal Information Protection 

Commission as necessary for taking measures equivalent to the measures that a business operator 

handling personal information is required to take pursuant to the provisions of the Personal 

Information Protection Act (hereinafter referred to as "equivalent measures") in a foreign country 

on an ongoing basis. In such event, we will take measures necessary to ensure the continuous 

implementation of the equivalent measures by such third parties, and a customer may seek 

information on such necessary measures from us. 

     We may not, however, provide all or part of the information [with respect to any requests for 

information] in the event that there is a risk that the proper performance of our business will be 

seriously hindered. 

 (4) In the event that we provide “personal related information” with respect to customers to a third 

party and it is assumed that such third party will treat such “personal related information” as 

personal data, we will confirm this and provide information necessary for the customer as required 

in accordance with the provisions of Laws and Regulations, except as otherwise provided by Laws 

and Regulations. 

 

5． Handling of Sensitive Information 

We will not acquire, use, or provide a third party with sensitive information as stipulated in the 

Guidelines on the Protection of Personal Information in the Financial Sector, except in accordance with 

Laws and Regulations or in the event that the customer's consent is obtained to the extent necessary for 

the performance of its business, or otherwise as stipulated in the Guidelines 

6.   Information Management Method 

We take appropriate measures to ensure that our customers' personal information is accurate and up-to-

date. In order to prevent the leakage, loss, or damage (hereinafter referred to as "leakage") of personal 

information of our customers, we will implement organizational security management, human safety 

management, physical safety management, and technical safety management measures. When handling 

personal information of customers in foreign countries, we will appropriately manage such information 

after assessing the external environment. 

 

7． Request for Suspension or Disclosure from Customers 

If you wish us to notify you of the purpose of use, disclose, correct, add or delete the contents of, cease 

the utilization of, erase, cease the third-party provision, or disclose a record of provision to a third party, 

please contact us at the following address. We will, after confirming the identity of the customer, 

respond in accordance with the provisions of Laws and Regulations. Please note that notice or 

disclosure of the purpose of use may be subject to a fee as prescribed by us. 
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8． Customer inquiries and complaints 

Contact Information: 

We accept requests to notify the purpose of use, disclose, correct, add or delete the contents of, cease 

the utilization of, erase, cease the third-party provision, or disclose a record of provision to a third party, 

or other questions regarding the handling of personal information. 

Commonwealth Bank of Australia., Tokyo Branch  

Compliance Department,  

Toranomon Waiko Bldg 

12-1, Toranomon 5-chome, Minato-ku, Tokyo 

TEL: 03-5400-7857  hours 9:00 to 17:00 

Email: ComplianceJapan@cba.com.au 

(excluding weekends, public holidays, and the year-end/New Year business holidays) 

 

9． Modifications 

The above information may be modified as a result of amendments to the Laws and Regulations and 

other reasons to the extent stipulated by Laws and Regulations without prior notice or individual 

notification. In this case, we will inform the public through this website, etc. 

 

 

Issued by:  

Commonwealth Bank of Australia., Tokyo Branch 

Toranomon Waiko Bldg 

12-1, Toranomon 5-chome 

Minato-ku, Tokyo 
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